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Abstract of the contribution: This paper considers the determination of roaming mode in session management.

Discussion

The following is a part of agreements about session management in TR 23.799. 

-	In roaming cases, for a new PDU session the AMF selects a SMF in the local PLMN and a SMF in the HPLMN. The AMF provides the identity of the selected SMF in the HPLMN to the selected SMF in the VPLMN together with an indication of whether LBO is allowed for this PDU session. Even if LBO is allowed for a PDU session, the SMF in VPLMN may, when handling a PDU session creation, request decide to apply the HR mode to the PDU session. This may apply e.g. when it detects it is not able to understand information in the UE request that it may need in order to handle the creation of the PDU session.

This paper revisits the case that SMF in VPLMN decide to apply the HR mode to the PDU session.

There are some options as the next step after the SMF in VPLMN decides to apply the HR mode to the PDU session.
Option 1. The SMF in VPLMN directly selects the SMF in HPLMN.
· It is not aligned in the agreement that the AMF selects a SMF in the local PLMN and a SMF in the HPLMN
Option 2. The AMF provides the identity of the selected SMF in the HPLMN in advance, even if in LBO case.
· It is not efficient.
Option 3. The SMF asks the AMF to decide the SMF in HPLMN with the proper cause.

We prefer to agree option 3 among above options.
[bookmark: _GoBack]Moreover, we propose only AMF has the functionality to decide the HR mode or LBO. If the AMF provide the indication that LBO is allowed for this PDU session, but the SMF in VPLMN is not able to understand information from the UE, i.e. the SMF in VPLMN cannot handle LBO, the SMF in VPLMN returns the proper error message (e.g. Not handle LBO) to the AMF. Then, the AMF can decide to transfer HR mode. If AMF decides to apply HR mode, the identity of the selected SMF in the HPLMN will be provided to SMF in VPLMN.


Proposal 1: It is proposed that only AMF has the functionality to decide the HR mode or LBO.
Proposal 2: the SMF in VPLMN may, when handling a PDU session creation request, return to the proper message to the AMF, in order to asking to determine the roaming mode again.

Proposal
It is proposed to add the following changes to TS 23.501 and TS 23.502.
If the following changes are agreed, it can be merged with SM related other papers.

* * * * Start of 1st Change * * * * 
TS 23.501 (on top of Nokia’s paper)

[bookmark: _Toc470196731]5.3	Session Management
5.3.5	Roaming
………….
In roaming cases, for a new PDU session the AMF selects a SMF in the local PLMN and a SMF in the HPLMN. The AMF provides the identity of the selected SMF in the HPLMN to the selected SMF in the VPLMN together with an indication of whether LBO is allowed for this PDU session. Even if LBO is allowed for a PDU session, the SMF in VPLMN may, when handling a PDU session creation, request, decide to ask the AMF to apply the HR mode to the PDU session. This may apply e.g. when it detects it is not able to understand information in the UE request that it may need in order to handle the creation of the PDU session.

* * * * Start of 2nd Change * * * * 
TS 23.501 (on top of Nokia’s paper)

6.1.1	AMF Functional description
Editor’s notes: This should include various network functions in the architecture, features and functionalities supported.
The Access and Mobility Management function (AMF) includes the following functionality:
-	Termination of RAN CP interface (N2).
-	Termination of NAS (N1), NAS ciphering and integrity protection.
-	Mobility Management.
-	Lawful intercept (for AMF events and interface to LI System).
-	Transparent proxy for routing SM messages.
-	Access Authentication.
-	Access Authorization.
-	Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.
-	Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.
NOTE:	Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.
-	Determination of roaming mode (HR mode or LBO) for the PDU session.

* * * * Start of 3rd Change * * * * 
TS 23.502 (on top of Ericsson’s paper)
4.2.1 	PDU Session Establishment
4.2.1.X 	Non-roaming and Roaming with Local Breakout


Fig X. UE-requested PDU Session Establishment

3. 	From AMF to SMF:  SM Request (Permanent User ID, DNN, SM-NSSAI, PDU Session ID, AMF ID, SM NAS Container, User location information, AT Type, Indication of whether LBO is allowed for this PDU session) 
The AMF ID uniquely identifies the AMF serving the UE. The SM Container contains the Activate PDU Session Request received from the UE. 
In roaming case, the AMF provide the indication of Indication of whether LBO is allowed for this PDU session. Even if LBO is allowed for a PDU session, the SMF in VPLMN may, when handling a PDU session creation request, decide to ask the AMF to apply the HR mode to the PDU session.

* * * * Start of 4th Change * * * * 
TS 23.502 (on top of Ericsson’s paper)
4.2.1 	PDU Session Establishment
4.2.1.X 	Home-routed Roaming


3.	From AMF to SMF: SM Request (Permanent user identity, DNN, SM-NSSAI, PDU Session ID, AMF ID, H-SMF ID, SM NAS Container, User location information, AT Type, Indication of whether LBO is allowed for this PDU session) 

The AMF ID uniquely identifies the AMF serving the UE. The H-SMF is provided when the PDU Session is home-routed. The SM Container contains the Activate PDU Session Request received from the UE. 
In roaming case, the AMF provide the indication of Indication of whether LBO is allowed for this PDU session. In case of home routed roaming, H-SMF ID is provided together.

* * * * End of Changes * * * *

3GPP
SA WG2 TD

oleObject2.bin


8b. PDU-CAN Session establishment







10. PDU-CAN Session modification







2. SM Selection







1. Activate PDU Session Request







7a. UDM selection







8a. PCF selection







9. UPF selection







6. Create PDU Session Request







7c. Subscription data Response







First Downlink Data 







18a. N4 Session Establishment Request







18b. N4 Session Establishment Response







First Uplink Data 







20. IPv6 Address Configuration 







19. SM Request Ack 











17. SM Request 







16. N2 Request Ack







15. RRC reconfiguration  







14. N2 Request







13. SM Request Ack with PDU Session Establishment Accept











12. Create PDU Session Response







First Downlink Data 







7b. Subscription data Request







5b. N4 Session Establishment Response







5a. N4 Session Establishment Request







4. UPF �selection







11a. N4 Session Establishment Request







11b. N4 Session Establishment Response







Visited PLMN







Home PLMN







UPF







UPF







UDM







H-PCF







3. SM Request







UE







 







H-SMF







V-SMF







AMF







(R)AN












image1.emf
§ §  

   

AMF   P C F   UDM   (R)AN   UE  

3 .  SM   Request  

4 b .  Subscription data  Request  

5 b .  PDU - CAN Session  E stablishment  

8 a .  N 4  Se ssion  Establishment Request  

1.  Activate PDU Session   Request  

UPF  

SMF  

8 b .  N 4  Session Establishment  Response  

7 . PDU - CAN Session  Establishment/ M odification  

9 .  SM   Request Ack   with PDU Session Establishment Accept  

1 1 . RRC  Connection Re configuration   

10 . N 2  Request  

1 2 . N 2 Request Ack  

1 3 .  SM   Request   

1 4 a .  N 4  Session  Modification   Request  

1 4 b .  N 4  Session  Modification   Response  

1 6 . IPv6 Address Configuration   

First Uplink Data   

First Downlink   Data   

6 . UPF selection  

4 c . Subscription data Response  

2. SMF selection  

1 5 . SM Request  Ack  

4a. UDM selection  

5a. PCF selection  


oleObject1.bin
§§

5a. PCF selection







5b. PDU-CAN Session Establishment







6. UPF selection







7. PDU-CAN Session Establishment/Modification







15. SM Request Ack







16. IPv6 Address Configuration 







First Downlink Data 







First Uplink Data 







9. SM Request Ack with PDU Session Establishment Accept







12. N2 Request Ack







14b. N4 Session Modification Response







14a. N4 Session Modification Request







10. N2 Request







11. RRC Connection Reconfiguration 







13. SM Request 







8b. N4 Session Establishment Response







8a. N4 Session Establishment Request







4a. UDM selection







4b. Subscription data Request







4c. Subscription data Response







3. SM Request







2. SMF selection







1. Activate PDU Session Request







SMF







UPF







AMF







UE







(R)AN







UDM







PCF







 












image2.emf
 

   

AMF   H - P C F   UDM   (R)AN   UE  

3 .  SM  Request  

7 b .  Subscription data  Request  

8 b .  PDU - CAN Session es tablishment  

1 1 a .  N 4 Se ssion  Establishment Request  

1.  Activate PDU Session   Request  

UPF  

V - SMF  

1 1 b . N 4 Session Establishment  Response  

10 . PDU - CAN Session modification  

1 2 .  Create PDU Session Response  

1 5 . RRC  reconfiguration     

1 4 . N 2 Request  

1 6 . N 2 Request Ack  

1 7 .  SM   Request   

2 0 . IPv6 Address Configuration   

First Uplink Data   

First Downlink Data   

4 . UPF    selection  

UPF  

H - SMF  

V isited PLM N  

Home PLM N  

6 .  Create PDU Session  Request  

First Downlink Data   

9 . UPF selection  

5 a. N 4 Session Establishment Request  

5 b. N 4 Session Establishment   Response  

1 3 . SM Request Ack with PDU Session Establishment Accept    

18 a. N 4 Session Establishment Request  

18 b. N 4 Session Establishment Response  

19 . SM Request Ack     

7 c . Subscription data Response  

7 a .  UDM   selection  

8 a. PCF selection  

2. SM Selection  


